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Outbound Rules 
Please can you allow all outbound Traffic from the IP address of the PBX.  

If you are not sure of this, please speak to support and they will be able to guide you on this 

 

Inbound Rules 

Remote Access 

Please allow the following Rules and Ports for our Remote Access. 

Source Address: 77.240.62.171 and 77.240.53.245 

Port 9193 (TCP) port forwarding to Port 80 

Port 9122 (TCP) Port Forwarding to Port 22 

Port 9121 (TCP) Port Forwarding to Port 21 

Please can these all be Natted from the External IP Address to the LAN IP of the PBX 

 

SIP Rules 

Please allow the Following Rules and Ports for the SIP Trunks and Traffic to work. 

Source Address: sipproxy.telappliant.com (185.158.58.194), 77.240.61.160/27 and 77.240.56.32/27 

Port 5060 TCP/UDP 

Please allow the following UDP ports to be opened from any external address: 

Ports 6900 – 30000 UDP 

Please can these all be Natted from the External IP Address to the LAN IP of the PBX 

 

Should you have any Questions please contact support on 08452418399 or 

support.stafford@telappliant.com 

 
   


